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Proscend 101 VDSL2 Bridge is a long reach Ethernet extender with four Ethernet ports
and two phone jacks, in which one is for VDSL2 connection and the other is for POTS
(Plain Old Telephone Service) connection. It has built-in POTS splitter to share the
existing phone line with POTS eliminating the need for replacing the existing copper
wiring. It is ideal for use as an Ethernet extender to an existing Ethernet network.

Well accommodating VDSL2 (Very-high-data-rate Digital Subscribe Loop) technology to
extend Ethernet service over single-pair phone line, Proscend 101 VDSL2 can reach up
to 100/75 Mbps bandwidth (line rate) within 300M or 40/10 Mbps bandwidth (line rate) for
1 Km long-range connections. By providing ultra-high speed, Proscend 101 VDSL2
Bridge makes your telephone line achieve its best performance ever. It has the
advantage of minimum installation time (simply as plug-n-play) and minimum expense by
allowing video streaming and data to share the same telephone pair without interference.

Proscend 101 VDSL2 Bridge delivers everything needed to quickly deploy a high-speed
IP-based network for providing high-speed Internet access, video-on demand services
and voice services. The resulting compact, cost-effective form factor offers systems
integrators, small business owners an attractive long reach Ethernet solution.

1.1 Features
® Cost effective bridge function to connect two Ethernet LAN
® Easy installation via simple plug-and-play
® Selectable CPE and CO mode:
Two working modes are built in the same unit, which keep the flexibility of
installation and easy provision of service but lower inventory of service provider.
® Selectable fast and interleaved mode:
€ Fast mode guarantees a minimum end to end latency less than 1 mS.
€ Interleaved mode provides impulse noises protection for any impulse noise
with duration less than 250uS. Interleaved mode has a maximum end to
end latency of 10mS.

® Selectable target band plan:
€ VDSL2 defines multiple band plans and configuration modes to allow
asymmetric and symmetric services in same binder for data transmission.
€ Symmetric is selected that provides better downstream performance.
Asymmetric is selected that provides better upstream performance.
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® Selectable target SNR margin:
It has the ability to select fixed SNR margin value on 9 dB or 6db. The systems
will maintain the SNR margin at their value across all usable loop length. The
higher SNR value gets better line quality, but lower performance.

1.2 Specification

VDSL?2 standards

® Compliant with ITU VDSL2 standard G.993.2 Annex A, Annex B and Annex C
® Support VDSL2 profile: 8a, 8b, 8c, 8d, 12a, 12b and 17a

® Band plan profile: symmetric (Plan 997) and asymmetric (Plan 998)

® Support fast and interleaved mode

® Target SNR Margin: 6dB and 9dB

® Built-in POTS splitter to share voice and data

Management

® \Web-based GUI for quick setup, configuration and management
® Firmware upgradable from Web

LAN

® Filtering functions for MAC/IP/Port.

® QoS for Port/VLAN/DSCP/TCP-UDP Port number.

® Port Based VLAN & IEEE 802.1q VLAN Tagging

® Port configuration for Bandwidth/Duplex/Speed/Flow control/Broadcast storm.

Connections

® Four RJ-45 connectors for Ethernet 10/100Mbps ports with auto MDX/MDIX
® One RJ-11 connectors for VDSL2 port,
® One RJ-11 connection for POTS connection

Indicators

® General : PWR and SYS
® \WAN(VDSL2) : CO, CPE, LINK and ALM
® LAN (Ethernet) : 1,2,3,4 LNK/ ACT

Physical/Electrical

® Power: 100~240VAC (via power adapter)
® Power consumption: 9 watts maximum.
® Temperature: 0~45°C

e Humidity: 0%~95%RH (non-condensing)
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1.3 Applications
VDSL2 Bridge Application

VDSL2 on Copper wire

(1 _
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This chapter shows the front panel and how to install the hardware.

2.1 Front Panel

Please see the graphic below for the front panel:

Front panel can be separated into six parts from left to right:
(1) Power
(2) System

(3) Central Office
(4) Customer Premises Equipment

(5) Link
(6) Alarm

VDSL2
£ B 3

FWR == co

CFE LINK ALM

LED Status of VDSL2 Bridge:

* ® O

Blinking On Off
PWR Power On Power Off
SYS System Activated System Failed
Cco CO Mode On
CPE CPE Mode On
LINK Activity Connected

Slow: Start Connection
Fast: Data Transmit

ALM Connection Error

Page: 7
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2.2 Real Panel

The rear panel of VDSL2 bridge is where all of the connections are made.

DC-IN

Co0CCOOQOCODOOO0O0OCOOCOQOCOOOO

Ethamat PHONE LINE

RST

Connectors Description of VDSL2 Bridge

DC-IN

Ethernet (1,2,3,4)

PHONE

LINE

RST

2.3 Installation

Power adaptor inlet: Input voltage 12VDC

Four Ethernet10/100BaseT auto-sensing and auto-MDI/MDIX for
Ethernet ports(RJ-45)

This interface is for connecting phone line (RJ-11).

VDSL2 interface for WAN port (RJ-11).

The reset button, the button restore the default setting when press this

button until reboot

Please see the illustration below

Server Storage
Slorade » A\Mrelepss_ . . Wireless
, ccess Poin P Note Book
== Workstation <&
£ Smmllllinu E Mobile
= | aser ram Device

Power Adapter

o
| J_-_ﬂ?rintel
s . PC

.m%
PC VDSL

G w8 |
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3.1 5 Ports Smart Switch Web Controller Login

There is no software required to install in order to access your web controller, and all you
need is a browser. To login your management system, please open any browser, such
as, Internet Explore, Firefox, etc., and go to “http://192.168.1.1" (If you had changed the
IP address, please login into the modified IP address).

Once you connect to your VDSL2 Bridge, you will be able to see a login page, please
check the following figure, and then, login into the system with your user name and
password. (Note: the default user name is “admin” and the corresponding password is
“admin”.)

USER LOG IN

Site: 192.168.1.1

1D |admin

Password: (seess|

Page: 9
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After you complete the login process, a main page will be shown as the following
photograph. In this page, there are five square icons on the top-right side to show
current port status. In addition, you can explore more management options on the
left-hand side. Click on management options in order to manage your VDSL2 Bridge.
Please check the following sections for more information on how to work with your
VDSL2 Bridge.

Smart VDSL Switch |[H

= Welzome 10
__ svatem 5 Ports SmartSwitch WobControllar

Porl Management

J Managemen| t

VLAN
__ Gol Setting & Suppoet CoS » Embeddad HTTP wab Mizagomant

Securiry Filter o Snppart FortBase and TagBase VLAN o Port Status confignre
[l s Breadeast storm Protection + Port Base VLAN Setting

b + Bandwidih Conteel » Tag Base VLAN Selting

* Port Mirroring = Quf Setting
» Sectinty Filter

» Panword seenniy
+ TETP firmwate upgradeabls

Advanced Senkch VDSl

+ Auto MDIMDIX option *» Fast/Tnterloawed mode
= Up iz 100M bps

» Band glan: S07A07/Symmutsic
» SNR Salectible
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3.2 System

3.21

System

Syste Setting Value
: 'F“E::“d"“':::": Username jadmin max:15
% Reset e Password | |veeee Imax15
% Config Backup/Restore Confrm | |eesee
Port Management
VLAN
QoS Setting Note:
™ security Ftter
st Settig Username & Password can only use "a-z","A-Z"."0-9","_" "+" "-" "="_

Authentication Configuration

Authentication Configuration

You can change login name and password in this page.

modification, please press “Update” button to save the change.

3.2.2

System

entication Configuration

Configuratiort

% System Status

% | pad default setting

% Firmware Upgrade

® Reset Device

% Config Backup/Restore
Port Management
VLAN
QoS Setting
Security Filter

VDSL Setting

System IP Configuration

System IP Configuration

After accomplish your

Setting

Value

IP Address

[192 ] [168 | [t

.t

Subnet Mask

Gateway

[255 ] [255 | 255 | [0 ]

192 | [168 | [T

1 @3

“System IP Configuration” shows IP configuration, such as, IP address, subnet mask and
gateway. In addition, you can change these settings in this page. (Note: please
remember login this web controller with the IP address you saved!)

3.2.3 System Status

System
® Authentication Configuration
® System IP Configuration
W System Status
% | oad default =etting
® Firmware Upgrade
¥ Reset Device

% Config Backup/Restore

Port Management

VLAN

QoS8 Setting

Security Filter

VDSL Setting

System Status

MAC Address

00:03:79:FF:FF:03

Number of Ports

4 Lan Port + 1 Vdsl

Comment

[DELY]

System Version

Proscend Smart VDSL Switch Ver 2.0 2010-0615

Note:

Comment name can only use "a-z","A-Z","_","+","-",

“System Status” allow you to review hardware information and software version of
“Update” button saves the information you provide in

your VDSL2 Bridge.
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“Comment” field.

3.24

Load Default Setting

System
® Authentication Configuration

% System IP Configuration

W Reset Device

® Config Backup/Restore

Port Management
VLAN

' Qo$ Setting

. Security Filter

- VDSL Setting

Load Default Setting

Load Default Setting to EEPROM |

OReserved IP QAll

Load

“Load Default Setting” provides two methods to restore your VDSL2 Bridge’s information.
1. “Reserved IP”: this allows you to reload the default factory settings without changing
your IP address.
2. “All”: this means all setups will be restored to the original settings including IP address.
Once you make your choice, please click on “Load” button to activate this option.

3.25

You will be able to update your VDSL2 Bridge’s firmware in this page.

Firmware Upgrade

System
® Authentication Configuration
% System IP Configuration

® System Status

% Config Backup/Restore
Port Management
VLAN
QoS Setting
Security Filter

VDSL Setting

Firmware Upgrade

Flease key in the password twice.
Password _

ReCenfirm L

Upgrade

Note: Make sure you understand the proceduress to upgrade the firmware before click upgrade or

call help.1!

Please request

the password from Proscend if you need to upgrade VDSL2 Bridge’s firmware.

3.2.6

Reset Device

System
% Authentication Configuration
W System IP Configuration
| System Status
% | oad default setting
" Fin
wiits

% Config Backup/Restore

re Upgrade
cg

- Port Management
L .VLAN

QoS§ Setting
- Security Filter

VDSL Setting

Reset Device:
Click "Confirm" to Reset the Device
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This page provides a way to restart your VDSL2 Bridge without turn off and on your
VDSL2 Bridge’s power. Click on “Confirm” in order to restart your VDSL2 Bridge.

3.2.7 Config Backup/ Restore

System Configuration Backup/Recovery
% Authentication Configuration
% Syatem IP Configuration BaCkUp(SW"Ch—?PC)
% Syztem Status
% Load defautt setting Please check "Download" to download EEPROM contents. |_Downaload

% Firmware Upgrade
% Rezet Device

% Config Backup/Restore

Port Management Recovery(PC—Switch)
ey Select the image file :
QoS Setting
Security Filter
Password:

VDSL Setting

For backup option, click on “Download” and a file explore will be popped up. Then,
choose the location you wish to store this backup file.

In order to recovery your VDSL2 Bridge, click on “Browse” button to choose which file to
restore from, and then, please key in your password and click on “Update” to start
restore process.
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3.3 Port Management

3.3.1 Port Configuration

™ system Port Configuration
Port Management
® Fort Configuration —
o Frame Leamning
Auto N S D e =
F o ato Negotiation peed uplex F Capakility
Exztle w0 E| [Full e B | [Enstle @
Select Port
NO.

- QoS Setting
- Security Filter
" vost setting
Curent o
Status 1 [ & |[ 1@ || RO | Ewkle | 100 || Full || Enade Enable
2 Enakle 100 Full Enakle Enakle
3 Enakle 100 Full Enatle Enahle
4 Enakle 100 Full Enakle Enakle
=

You are able to setup port configurations in this page and check which port to apply
these settings (check all ports to apply all ports with the settings in once.). Press
“Submit” to take effect on the new settings. All information will be updated to the status
table.

3.3.2 Flow Control Setting

System Flow Control Setting
Port anagement

% Port Configuration

% Flow Control Setting Backpressure IEEE 802.3xz Flow Control
% Fort Mincring | Dasatlz 1w R
% Bandwidth Control

® Broadcast Storm Control

® CRC Counter

VLAN
QoS Setting
Security Filter
- JEES $025x Flow Contol
VDSL Setting

[ B ] 0 Eabe ]

Two settings can be changed in “Flow Control Setting” page: backpressure and IEEE
802.3x Flow Control. Once you make your choice, please click “Submit” to save your
choice.
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3.3.3 Port Mirroring

System Port Mirroring

Port Management

% Port Configuration
% Flow Control Setting
% Port Mirroring

% Bandwidth Control

Click here to change

port mirror mode
e

® Broadcast Storm Control

% CRC Counter

VLAN

QoS Setting

: 1 2 3
m Port
irror Po ® o o
Mirrer Mede Tx&Bx v
1 2 3
S Port
ouree ™o ) o o
Tpdate

Security Filter

VDSL Setting

“Port Mirroring” page allows you to change mirror setups in two styles.

“Change Mirror Mode” to change mirror setup style.

In order to accomplish port mirroring function, you need the following information.

1. Mirror Port: select a mirror port to monitor the traffic source.

2. Mirror Mode:

® Disable: port mirroring function is disabled.

® RXx: copy the incoming packets of the selected source port to the selected mirror

port.

® Tx: copy the outgoing packets of the selected source port to the selected mirror

port.

® Tx&RXx: copy both incoming and outgoing packets from the selected source port

to the selected mirror port.

® Mirror source-destination pair:

4. Destination Port: only available in mode 2.

® Model

System
Port Management
® Port Configuration
% Flow Control Setting
™ Port Mirroring
" Bandwidth Control
% Broadcast Storm Control
" CRC Counter
VLAN
QoS Setting
Security Filter

VDSL Setting

For mode 1, there are four options for “Mirror Mode”: Disable, Rx, Tx, and
In this mode, all you need is setting up mirror port number, source
Then, click on “Update” to save your change.

Tx&RX.

port number, and mirror mode.

Port Mirroring

Change Mimor made

Tx port and Rx port must be the different port.
3. Source Port: the traffic source port which will be copied to the mirror port.

Mirror Port

Mirror Mode

Source Port

1 2
o o
Tx&Rx v

1 2
{o} ‘ (@)
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® Mode?2

™ system Port Mirroring

Port Management

% Port Configuration

# Flow Control Setting Ehenesimonole

% port Mirroring Mirror Port 3 4
= Sandwidth Control o o]
® Broadcast Storm Control Mirror Mode
® CRC Counter 3 n

VLAN Dest Port o o
Qos Setting 3 4
Security Filter Solce Bott (e} o
VDSL Setting Update

In mode 2, you can choose either “Disable” or “Mirror source-destination pair”
for “Mirror Mode”. In addition, you need to choose destination port and source

port. Please click on “Update” to save the settings after you finish your
changes.

3.34 Bandwidth Control

system Bandwidth Control
Port Management
® Port Configuration [
% Fiow Control Setting Port No Tx Rate Rx Rate
® portMirorng |l ) (0-3124) 200 | x32Kbps (0-3124) 00| «32Kbps
% Bandwidth Control [t
% Broadcast Storm Coentrol 0for IUOMbpS 0for IOOMbps
S R Gounter Update | [ LosdDefault
VLAN
QoS Setting
Security Filter
1 1008 bps 100k bps
2 1008 bps 100k bps
3 1004 bps 100k bps
4 100Mbps 100Mbps

In “Bandwidth Control” page, choose the port you wish to set up bandwidth control, then,
fill up Tx and Rx rates. Click on “Update” to load the settings you choose; otherwise,
click on “Load Default” to restore the default value for the selected port.

' system Bandwidth Control

Port Management

% Port Cenfiguration

% Flow Control Setting Port No Tx Rate Rx Rate
* Port Wiroring o 0-3124) [ |x32Kbps 0-3120 | |x32Kbps
= Bandwidth Control L=
% Froadcast Storm Control 0 for 100Mbps 0 for 100Mbps
’_‘ CRC Counter [ Tpdate ] @
VLAN
- QoS Setting
- Security Filter
1 6,400Mbps 6,400Mbps
2 100Mbps 100Mbps
3 100Mbps 100k bps
4 100Mbps 100k bps

Once you update the settings, the table will show current setups for each port.
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3.3.5

" Port

System

Port Management

VLAN
Qo§ Setting
Security Filter

VDSL Setting

Broadcast Storm Control

Broadcast Storm Protection

Fort No.

Include Multicast

Threshold(1~255)

[T [Disabl

= ‘

Nove 1: Broadeast Stormn = Enable, drop the inooraing packet if the muraber of quened bicadeast packet is over the theeshold,

Motz 2: Includz Multicast = Enable, "hroadeast storm protection” includes multicast packets, O FFFFFFEE or multi-cast addess, Inclode
Multicast = Disahle, "hroadeast stom protection” dees not inchide multicast packets.

hcie Wl Tishol

] Disable Diisabl: [
2 Disahle Disahle

E Disable Diisable [
4 Disable Diisable [

In this section, you will be able to block excessive broadcast packets.

port you wish to start this protection.
function and give a value for “Threshold”.

broadcast packets number is more than threshold value.

3.3.6

“CRC Counter” shows how many CRC error occurs during your VDSL2 Bridge is up.
Click “Clear” to reset the counter and “Refresh” to update the latest counter information.

CRC Counter

System
Port Management
% Port Configuration
% Flow Control Setting
® Port Mirroring
® Bandwidth Control
® Broadcast Storm Control

" CRC Countet

VLAN

QoS Setting

Security Filter

VDSL Setting

CRC Counter

Enable “Broadcast Storm” option to execute this
Broadcast packets will be dropped when

CRC Counter (Packet)

Port 1~4

0

P5. The maz value is 255,
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3.4 VLAN

Proscend 101 VDSL2 Bridge provides two possible ways to set VLAN up, by Port base

or by Tag base. If you choose to set up VLAN based on Port, the settings in Tag base
will not be executed.

34.1 Port base VLAN

Port Base VLAN

System

Port Management

WVLAN Made : Dot Base[_Chonge Mate )

[ Port NO VLAN Member

Port 114/ Port /4
Port 3[|:Port 4
VDSL[E MGMT[

I" (Tpdate | [ LosdCefnlt
L

Security Filter

QoS Sefting
VDSL Setting

I I T I L T

il v

v

F
VDSL
MGMT

You need to make sure “VLAN Mode” is correct. If not, click on “Change Mode” to
switch VLAN mode.

Choose “Port No” first, then, check which port should be in this VLAN member. Click on
“Update” to save your changes, and click on “LoadDefault” to restore the default value.

Port Base VLAN

System

Port Management

VLAN Made : Port Base[ Clasez boe ]

Port NO VLAN Member

Port 11+ Port 2[4
1 & Port 3] Port 4
s Setting VDSLE MGMTE

fpdate | [ LoadDefoult

I i

1 N N R v v v

MGMT

All information will be shown in the table. Please check whether the changes you just
made are correctly displayed in the table.
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3.4.2 Tag base VLAN

Tag Base VLAN

VLA Mode - Foct Buod_Smpetisse |

VIAN
VLAN Mo Eaable |VID (1-409)  AddTar | RemeoweTag | 0 o0
Folll | PetD | PO
Por2 [ Pora [ o
T - Pord [ Por [ ““j;
Pord 1 Pord [1 w““:‘.
VIDSL . vosLn |
23]
PV FVID Value is (1-40W)
T Poml || Pomd Pord | Pord | VDSL MGMT

2 I S ¥ Z.._ _.__'_
Iiﬁilllﬂillllill I T
e R A LA e A2 D et R L 2R

. | .. Il -

Click on “Tag base VLAN” link on the left- hand S|de to SW|tch to thls page. If you see
“VLAN Mode” is still “Port Base”, then, click on “Change Mode” to switch to the correct

mode.

T system Tag Base VLAN

Port Management

J

[VLAN Modle  Tag Basel_Comaz i

: Qo8 Setting VLAN No Enable  |[VID (1~4094) | Add Tag | Remove Tag m
Security Filter

o Portl [

VDSL Setting Portl [ Portl (1 Porta El

; Pori2[£ Port2 01 Fortl il

[ [Eastic ] B Port3 ] Por3 ] e

Pord [ Portd 1 VDSL [

VDsL VDSLLI e

PVID Value is (1-4094)
Portl || Por2 || Por Port || VDSL | MGMT
fort | [ =

VD
e e L et A RS A L PR i M) R D B Nl

1
2 h4 2
2 hd 3 VIVI[V]V][v]WV
4 X 4

In setup area 1, you can choose VLAN number, and which port you want to add or
remove a tag. In addition, you check all the VLAN members you wish to have in this
VLAN number. Click on “Submit” to save this change. (Note: a message box “Control
port will not be able to connect devices” will be shown due to some receiver machine will
not recognize VLAN tag so you may be not able to connect to a tagged port.)

In setup area 2, you can set PVID of each port. If your PVID is invalid, a warning
message “Invalid VLAN status” will be shown.

For more information about VLAN tagging, please check Appendix IV.
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3.5 QoS Setting

3.5.1 Priority Classification

System Priority Classification

Port Management

VLAN

Priority Classification

@® Disable
O Port based priority

QoS Setting

Priority Classification

_
% Qeue Scheduling Mode
a

PortBased Priority O VLAN Tag priority
@ VLAN Tag Priority O TOSI/DSCP Priority
™ TOS/DSCP Priority O TCP/UDP Priority
= TCP/UDP Priority [Submjt ]

Security Filter

VDSL Setting

“Priority Classification” allow you to enable QoS function based on the selected priority
mode. If you need to start QoS function, please make sure you visit this page first and
enable the priority mode you wish to apply; otherwise, the QoS function will not be
executed.

3.5.2 Queue Scheduling Mode

System Priority Mode
Port Management
VLAN
e Priority Mode
" Mode © Strictly Priority Q3 SP Q2 SP Q1 SP Qo0 SP
i ©Weight-Round-Robin. Q3 weight # ¥ Q2weight ! ¥ Q1weight? ¥ QO0weight/! ~
% VLAN Tag Priority ks

% TOSI/DSCP Priority
% TCP/UDP Priarity

Security Filter

VDSL Setting

There are two modes in “Queue Scheduling Mode”.

1. Strictly Priority: services queues based on priority only. As traffic comes into the EFM
modem, traffic on the highest priority queue, Q3 is transmitted first. When that queue
empties, traffic on the next highest-priority queue, Q2 transmitted until Q2 empties,
and then traffic is transmitted on Q1 and so on. If higher priority queues never
empty, then traffic on lower priority never gets sent. The SP class is typically for
video applications that require a fixed amount of bandwidth to be considered good
quality.

2. Weight-Round-Robin: services on a rotating basis and is activated only when a port
has more traffic than it can handle. A queue is given an amount of bandwidth
irrespective of the incoming traffic on that port. The queue then moves to the back
of the list. The next queue is given an equal amount of bandwidth, and then moves to
the end of the list, and so on, depending on the number of queues being used. This
works in a looping fashion until a queue is empty.
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Percent of queue length

High E 40% 4

| T o ’ Medium @ W%

i L ey i S :
J@ﬂ aSSIFf_. ~T \\" _>| Transmit Outgeing |_.

Tl
Incaming S LGS | » packats
packats Nomal L!@ @ 20% |

— ,

Lawr L;E 10%

,
Weighed Round Robin
— Scheduling

Length defined by quaws limit

Choose what kind of algorithm you wish to apply and press “Update” to save this setting.

3.5.3 Port-Based Priority

__ System Qos Port-Based Priority
Port Management
LA P&, The functions will work only if the selection of "Port based pricrity” in the webpage - Priority Classification iz
QoS Setting selected.
® Priority Classification
% (Queue Scheduling Mode Port No. Queue No.
: SE:::::?D:;'::“ ‘LZ\ : Quene 0 is the 1st pricrity
® TOSI/DSCP Priority
® TCP/UDP Priority
" uDsL setting 1 OQuenel
2 Quened
3 Cuene3
4 Cuene3

Two items should be selected in order to set this priority up.

1. Port number: choose the port number you wish to apply this policy.

2. Queue number: choose which queue you wish the selected port belong to.
Press “Submit” to execute this modification.

3.54 VLAN Tag Priority

Qos Tag-Based Priority

System
Port Management
™ uian FS. The functions will work only if the selection of "VLAN Tag prionty" in the webpage - Priority Classification is selected.
Qo$ Setting —
VLAN Priority Queue No.

= Priofity Classification

% Queue Scheduling Mode \1_’_'__| [Queaed v
® Port-Based Priority Sukroit
= VLAN Tag Priority

a TOS/DSCP Friority —
% TCPIUDP Priority VLAN Priority

0 Queuel
Ouenel

Security Filter

VDSL Setting

Queued

Queuel

Quened

Queued

Queuel

| o enl| | wof| ]| —

Ouened

You will be able to assign VLAN priority and its corresponding queue number in this page.
Click on “Submit” to save when you are ready to apply the changes.
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3.5.5 TOS/DSCP Priority

" system Qos TOS/DSCP Priority

Port Management

VLAH . : . . u P - e
PS. The functions will work only if the selection of "TOS/DSCP priority” in the webpage - Priority Classification i3 selected.
QoS Setting
® Priority Classification TOS/DSCP No. Queue No.
® Queue Scheduling Mode ’_|0 B
% Port-Based Priority e
= YLAN Tag Priority Subrait

® TOS/DSCR Priarity
® TCP/UDP Priority

Security Filter . . . - e ' - )
VDSL Setting 0 Quened 16 Queusl 3z Queusl 48 Queusd

1 Quened 17 Quenel 33 Quenead 49 Cuened
2 Quenel 13 Quene3 34 Queneld 50 Cuenel
3 Queued 19 Queued 35 Queued 3l Cueuel
4 Queuel) 20 Queuel 36 Queued 52 Queued
5 Queuel 21 Queuel 37 Cueued 53 Cueued
6 Queuel) 22 Queuel 38 Queued 54 Queued

In this section, you can assign queue with a DSCP priority. Click on “Submit” and the
information will be saved and updated to the table below. (Note: in order to allow QoS
running TOS/DSCP priority, please make sure you change “Priority Classification” option
to “TOS/DSCP Priority” first. For detail information about TOS/DSCP Priority, please
check Appendix IV.)

3.5.6 TCP/UDP Priority

- FS. The lunctions will work only if the selection of "TCRAUIDF prority™ in the webpage - Friorily Classification & selected.
Systom
 Port Management Logical Foil Type
VLAN ) Disable

005 Setung ) Source Logical Fort
Priority C C Destination Logical Port
% Sowrce o1 Deslination Logical Fort

Fre-defined Logical Fort Numbear
™ ecurity Fter Entry __ Enable Logical Port Number(Hez) Queue No.
. setmng 0 Enable » ol ] e
1 Brable W Olky Crozned w
2 [ Bt w ("] Qoo o
3 Eralle 170 Queed ~
S\;hu!j
User-defined Logical Foil Range |
Entry Epable | Low_Mumber{Hex) High number{Hex) | Queue No.
0 Eratie w w7 o7 Coeoe?
1 Tealie w L6ad 168 ted o

M
First, choose “Logical Port Type” and press “Submit” and start this function. Then, if

you want to run this priority based on pre-defined logical port, assign “Pre-defined
Logical Port Number” entry and click on “Submit” to save the changes. If you want to
activate this priority by user-defined logical port, you need to assign “User-defined
Logical Port Range” section and press “Submit” to save your modifications. (Note: in
order to allow QoS running TCP/UDP priority, please make sure you change “Priority
Classification” option to “TCP/UDP Priority” first.)
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3.6 Security Filter
3.6.1  MACID Filter

~ System MAC ID Filter
Port Management
an -
irate IS MAC pddes seting
Security Filter LM @ @: !1_?] @ i& @
= WAC ID Filter [ Updae |
o Firewall
"7 VDSt setting
WO | MaCaddes | Euble
1
2 WO O <
3 eslemsleeleesle e
4 SN U R S
Clear A11

Five MAC addresses can be stored in “MAC ID Filter”.
wish to save this MAC and fill up its MAC address in “MAC Address setting” and its mode.

Click on “Update” to save this entry.

Choose which entry number you

™ system MAC ID Filter
Port Management
VLAN -
- ; 1D MAC Address setting Mode
QoS Setting _—
= ——
Security Filter IO i D D: [ U l%
 WACID Filter [ Undatz |
= Firewall
VDSL Setting
[
— | MAC ddres
0 : mandds Disable
1
2 droimioies e
3
4

Now you can notice the table is updated with the MAC address you just saved. If you
would love to remove all MAC address in the table, click on “Clear All” to remove every
address.

3.6.2 Firewall
This function provides you to filter traffic control or forward packets by bandwidth control.
You are able to assign either a specific IP address or a range of IP addresses.
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1. Specific IP address

o

[T —

i

™ G0 sening
Security Fater
MAC O Fiter

VOSL Setung

Choose which entry you wish to add this set of data.
provide specific IP addresses.

Destination
Eatry | Actos |Bamdwidth| IF Mode g End
IF

Sourca IP[192 | 18 |1 [ [m
Dastination IP[192 163 I |50
TCP/UDF. 107 v

Sear eatry |9 [C0F

In this mode, you need to
Click “Submit” if you finish your modification.

The

data you just saved should be updated into the table in the upper part of this page.

2. IP address range

Click on “Change to Range Mode” to switch to the following edit section.

|

Entry|

Action|| Filtex v

Bandwidih|[Z_ 532kbps (0~3124) 0 for 100Mbps

Sour/Destination IP||Souee v

Start IP|[197 | 168 | [T ]P0 |

End IP||132 | [t68 | [1 | [0 |

TCP{UDP|| TCP v

Sour/Destination|| Sowce  w

Start logical Port No.|[10  [0-65535

End logical Port No.||§0| bﬂ55535

[ Submit ]

You need to provide a range of IP address by filling up start IP address and end IP

address.
settings.

Source Destination
P Source Destination TCP Start End
Entry | Action |Bandwidth Mod Start End UDP logical logical
g P i Mode|  Port Port
No. No.
1 Filter | 64Kbps |20V 192.168.1.30 193, 168.1.50 Top  |Fouee 10 90
Range Range
2 100Mbps
3 100Mbps
4 100Mbps
5 100Mbps
6 100Mbps
7 100Mbps

The latest information will be updated into the table.

After you are done with the modification, press “Submit” to save your

Page:24



VDSL2 Bridge
User Manual, V100

3.7 VDSL Setting
3.7.1 Port Setting

System

Port Management

VDSL Port Settings

VLAN .
- - VYDSL Settings
QoS Setting =
Sacurity Fiter Fast/Interleave Mode |[0 | (1-100/0.5ms) 0 for Fast Mode
VDSL setting Rate Limit(upstream)  |[NoLinit | M(IM~100M) O for no limit
™ Port Setting Rate Limit{downstream) |ﬁo_Limit M IM~100M3 0 for no limit
¥ [fode Select SNR Margin ,6—\ b(0~2,4db)
BandPlan 1997 v|

[ oM | HolLimt ]
[ W | G

o |
[ Firmwers Vorsin | I

Upstream Rate

Downstream Rate

In this section, you can change VDSL port settings. After you change the settings, click
“Submit” to update your VDSL2 Bridge. Click “Refresh” to get the latest information of
VDSL status.

3.7.2 Mode Select

~ system Mode Select

Port Management

i CO /CPE :CPE

QoS Setting

Security Filter | Co / CPE [ B v |

|

VDSL Setting |

B Port Setting
B llode Select

In “Mode Select” page, you can set your VDSL2 Bridge up as CO, central office, or CPE,
customer premises equipment. Once you choose the mode, click “Submit” to save this
change. (Note: this function will restart your VDSL?2 Bridge.)
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Connector Architecture

Ethernet Port Connector (RJ-45)
The Ethernet Port interface is a 8 position Modular Jack. The table below
displays the pin out assignments.

Pin Number

Assignment (MDI-X)

Figure

1

RX+; Receive data +

RX-; Receive data -

TX+; Transmit data +

Not used

Not used

TX-; Transmit Data -

Not used

OIN[fOjO |~ WIN

Not used

Top View

il

1 8
Front View

VDSL Interface Pin Assignments (RJ-45)

The VDSL interface is standard eight-pin modular jack. The table below
displays the pin out assignments.

Pin Number Description Figure
1 Not used
2 Not used 1 8
3 Not used
4 ANALOG Input/Output Iﬁﬂ
5 ANALOG Input/Output Frint Vi8ew
6 Not used
7 Not used Top View
8 Not used
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Chassis Accessory

Proscend also provide the Mini-Chassis solution for application on the rack in CO side.

The major factor of Chassis 800 is listed below:

e 2U high

e Support 8-slot in one unit

*  Two units of mini-chassis are able to fit into the 19-inch standard rack to support
16-slot in 2U height., as the illustration below

*  Power Input: 90-230V AC, 47~63Hz

e Embedded 10A/230V fuse.
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Default IP Address
Default IP address is “http://192.168.1.1".

Default Login Information
Default login name is “admin” and the password is “admin”.

How to Reset Proscend 101 VDSL2 Bridge

There is a reset button on the back panel of VDSL2 Bridge. Please use a sharp item,
such as, sharp pencil or paper clip, to press this button for couple seconds. This will
reset all the configurations of Proscend 101 VDSL2 Bridge. You will be able to login
this machine with the default login information and default IP address.

Note:

1. Press this button for 2 seconds: reboot VDSL2 Bridge without reset any
configuration.

2. Press this button for 8 seconds: load default factory configuration and reboot VDSL2
Bridge.
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Term

Meaning

QoS

Quality of Service

Refers to resource reservation control mechanisms rather than
the achieved service quality. QoS is the ability to provide
different priority to different applications, users, or data flows,
or to guarantee a certain level of performance to a data flow.
(ref. 2)

SNR

Sigal-to-noise Ratio

Is measure used in science and engineering to quantify how
much a signal has been corrupted by noise. It is defined as
the ratio of signal power to the noise power corrupting the
signal. A ratio higher than 1:1 indicates more signal than
noise.

TOS/DSCP

Type of Service/ Diffserv Codepoint
This uses the upper six bits in the ToS (Type of Service) byte to
mark priority traffic. Hence, there are 64 possible codepoints.

VLAN Tagging

VLAN tagging (IEEE 802.1A) is a networking standard written
by the IEEE 802.1 work group allowing multiple bridged
networks to transparently share the same physical network link
without leakage of information between networks. VLAN
tagging defines the meaning of a Virtual LAN (VLAN) with
respect to the specific conceptual model underpinning bridging
at the MAC layer and to the IEEE 802.1D spanning tree
protocol.  This protocol allows for individual VLANs to
communicate with one another with the use of a switch with
Layer-3 capabilities, or a router. (ref. 1)

“IEEE 802.1Q” Wikipedia July 8, 2010 <http://en.wikipedia.org/wiki/IEEE_802.1Q>
“Quality of service” Wikipedia July 8, 2010
<http://en.wikipedia.org/wiki/QoS#QoS _priority levels>

3. “Signal-to-noise ratio” Wikipedia June 28, 2010,
<http://en.wikipedia.org/wiki/Signal-to-noise_ratio>
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